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Introduction 

About KRA: SEBI (Securities and Exchange Board of India) has formulated the KYC Registration Agency (KRA) 

Regulations. 

Purpose of KRA: At present, if a client intends to open accounts with different intermediaries for the purpose of 

trading / investment in the securities market, he has to undergo the process of Know Your Client (KYC) again 

and again. Therefore, to avoid duplication of KYC process with every intermediary, a mechanism for 

centralization of the KYC records in the securities market has been developed. Accordingly, NSDL Database 

Management Limited (NDML) has been granted registration from SEBI to function and operate as a KYC 

Registration Agency (KRA) 

 

Registration of SRI with NDML KRA:   SEBI Registered Intermediaries are required to be registered with 

NDML to access NDML KRA system for the purpose of uploading/downloading and verifying KYC details of the 

client. The procedure to be followed for the purpose of registration is given as below: 

 Following documents are required for registration. 

 Intermediary Registration form (Annexure I) 

 Terms and Conditions (Annexure II) 

 Copy of SEBI Registration Certificate 

 Authorization letter (applicable in case of Mutual Fund registration)   

 

a. SEBI Registered Intermediaries (SRI) need to submit a Physical copy of dully filled “Intermediary 

Registration Form and Terms and Conditions, along with duly attested SEBI Registration Certificate 

copy. The ‘Intermediary Registration Form’ should be signed by the authorized signatory(ies) of the 

Intermediary 

b. NDML KRA will verify the aforesaid documents. If these documents are found to be complete and 

correct, NDML KRA will register the Intermediary and map the details on NDML KRA System. The 

confirmation of registration along with the Intermediary ID and Administrator user login credentials will 

be communicated to the Intermediary at the email IDs mentioned in the application form.  

 Registered Intermediaries can access NDML KRA using Internet at  

https://kra.ndml.in/kra-web/ 

 Basic System Requirement to Access NDML KRA System ( Minimum system configuration) : 

i. Internet Explorer 8 and above and Google Chrome 

ii. Java (JRE) Ver. 8 and above  

c. Upon receipt of the Registration email confirmation, Admin user need to complete the 2FA process to 

create Functional user in KRA system under their Unique Market Intermediary id (MI ID) with below 

details 

 

Two Factor Authentication Registration Process 

https://kra.ndml.in/kra-web/
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Introduction: 

Google Authenticator is a software based authenticator, which is used for two step authentication 

process.  

a. Google Authenticator implementation: 

I. Generate Secret Key on NDML KRA User needs to download Google Authenticator on his 

/ her mobile from Google Play Store/Apple App store - 

https://play.google.com/store/apps/details?id=com.google.androi 

d.apps.authenticator2&hl=en_IN 

II. Go to KRA web application link- https://kra.ndml.in/kra-web/  

III. Select ‘MI Login’ using user login credentials already available with you. System will ask 

for your User ID and Password. 

 

 

IV. After successful login, then NDML KRA system will present the newly introduced  

Google Authenticator implementation screen. This screen will appear only once and helps 

to verify your email ID and set-up your “Secret Key” for Google Authenticator App. 

https://kra.ndml.in/kra-web/
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V. User needs to enter valid email address and click on verify. 

VI. Verification link will be sent on email address given by user.  

VII. Once user verifies email, NDML KRA system will generate Secret Key and send on 

verified email address. 

b. Enter Secret Key in Google Authenticator App: 

I. Once you receive the Secret Key in your email, please take following steps: 

a. Open Google Authenticator App;  

b. User needs to enter the Secret Key (sent by NDML KRA in email) in the Google 

Authenticator mobile application by clicking on “+” button on app and selecting 

“manual Entry”. 

c. Please ensure that key is entered accurately, incorrect entry will result in log-in 

credential mismatch. 

II. User will enter his user id in ‘Account name’ and ‘secrete key’ received on email in your 

key and select type of key as ‘Time based’ and click on add button. 

III. Your 2FA is ready to use. 

c. Logging In with 2FA: 

After entering key in the Google Authenticator mobile application user will click on login link 

provided in step five of two factor authentication page.  
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I. User will be redirected to login page and user will enter User ID and Password as per 

existing practice. After successful validation, next screen will be to enter 6 digit code 

generated on Google Authenticator mobile application. 

II. Open the Google Authenticator mobile application and it will generate a six digit code 

which is valid for 30 seconds only.  

III. Enter this code in NDML KRA screen as 2FA Code and you can access your system 

functionality. Make sure to enter the code before its expiry on authenticator app. 

IV. System will validate the code and display landing page. 

  

Once the 2FA has been done by Administer user, Admin user may proceed with the creation of 

Operational/Functional users. The procedure to create functional user is given below: 

 

Upon successfully login Admin user will be landing on below page: 

 

 

 

 

 

 

                                                                                                                                  

I. For creating Operational user, Admin user need to click  

II. Admin user need to click on “User Maintenance” option 
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III. For creation of new Users, Click on the “New” link and admin will be directed to the user 

creation page as mentioned in the following screen shot  

 

 

IV. Admin user need to fill up the details as required and mandatory as shown (Marked as *) for password 

based user 
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V. After submitting the details click on the save option and the record will be saved.  

Note: User has to enter 100 as Group ID to enable the operational user for having all the functional rights. 

 

VI. To Create Multi Admin user: The same step should be followed to create the Multi Admin user by clicking 

on the Radio Button for Multi Admin User. 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

Intermediary Login –SRI  logs in to the system using his login id and password and is directed to the home 

page of KRA system. SRI login will accessible only for Functional user which created by Admin user. The admin 



Page 9 of 76 
 

user is registered by NDML KRA and details provided to the SRI. Further creation of functional users is to be 

done by admin user of SRI as per process enumerated above.   

 

Steps: - 

1. Open Home page of KRA (https://kra.ndml.in/kra-web/MILogin.jsp) 

2. Enter valid login credentionals (User Id, Password, MI ID) and clicks on Login button, MI 

User redirected to the home Page of KRA System, below depicts the login page. 

 

3. After successful login, then NDML KRA system will present the newly introduced Google 

Authenticator implementation screen. This screen will appear only once and helps to verify your 

email ID and set-up your “Secret Key” for Google Authenticator App. 

a. User needs to enter valid email address and click on verify. 

b. Verification link will be sent on email address given by user.  

c.  Once user verifies email, NDML KRA system will generate Secret Key and send on verified email 

address. 

4. Enter Secret Key in Google Authenticator App (One time activity for every functional user) 

 

a.  Once you receive the Secret Key in your email, please take following steps:  

I. Open Google Authenticator App;  

II. User needs to enter the Secret Key (sent by NDML KRA in email) in the Google Authenticator 

mobile application by clicking on “+” button on app and selecting “manual Entry”.  

III. Please ensure that key is entered accurately, incorrect entry will result in log-in credential 

mismatch.  

b. User will enter his user id in ‘Account name’ and ‘secrete key’ received on email in your key and 

select type of key as ‘Time based’ and click on add button.  

c. Your 2FA is ready to use. 

 

5. Logging In with 2FA 

After entering key in the Google Authenticator mobile application user will click on login link provided in 

step five of two factor authentication page.  
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a. User will be redirected to login page and user will enter User ID and Password as per existing 

practice. After successful validation, next screen will be to enter 6 digit code generated on Google 

Authenticator mobile application.  

b. Open the Google Authenticator mobile application and it will generate a six digit code which is 

valid for 30 seconds only.  

c. Enter this code in NDML KRA screen as 2FA Code and you can access your system 

functionality. Make sure to enter the code before its expiry on authenticator app.  

d. System will validate the code and display landing page. 

 

Below depicts the home page for an intermediary 

login.

 

 

After successfully logged in below listed Modules are displayed in MI Login: 

1. Online Registration  

1.1 Individual 

1.2 Non Individual 

2. File Based Registration 

2.1 Individual 

2.2 Non Individual 

3. KYC Status inquiry 

3.1 Screen Based 

3.2 Bulk Inquiry 

4. KYC Download 

4.1 Screen Based 

4.2 Bulk Inquiry 

5. Modify Details 

5.1 Individual 

5.2 Non Individual 

6. File Modification 

6.1 Individual 

6.2 Non Individual 

7. Auto Download 

8. Report 
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9. OKRA Image Download 

10. Acknowledgment Letter 

 

Below depicts the home page displayed after the functional user logs in to NDML KRA 

system.

 

1. Online Registration - This menu is used to enter KYC details for Individual as well as Non- 

Individual customers.  

 

 

 

 

Click on New button to registered KYC details, 
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 Individual KYC - This option is used to capture individual customer data in 4 tabs viz., Identity Details, 

Address Details, Other Details and Documents Status. 

  Identity Details  
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Page 14 of 76 
 

  Address Details  
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Other details  

 

  Document Status  

 

 

 Verification of Individual KYC details by Checker 
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1.2 Online registration of Non - Individual KYC details by Maker  

To register single KYC details at a time in the system for “Non - Individual” client, select Online Registration > 

Non Individual  

The first screen which a user gets after login is “search screen”. This screen can be used to search the work 

allotted or pending transactions (Forms where KYC data is yet to completed). Transactions can be searched on 

the PAN or Date Range or Status or BP Instruction ID or their combination. To enter new registrations, select the 

“New” option  
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Identity Details The first tab is the “Identity Details” tab. User will have to fill all the mandatory (*) fields 

 

Click “Save & Next” button on filling up all mandatory fields. A pop-up window will be displayed for confirmation, 

select “Ok” and save the details. 

 

Address Details 

The next tab is “Address Details” tab. On address tab user will also see 

 Instruction Id: It is the transaction id issued to every transaction in the system  

 Order Status: Status of the transaction  

 Acknowledgment number: It will be generated once the checker authorizes the request. It will be unique 

for every PAN. 

 

User will have to fill all the mandatory (*) fields and other details if applicable as follows 

In case permanent address is same as correspondence address, click the “Same as Correspondence Address” 

option 
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Other Details 

User will have to fill all the mandatory (*) fields and other details if applicable as follows  

 

 

Document Status 

User will have to fill all mandatory (*) fields and other details if applicable and select “Save & Next” button. A pop 

up window will be displayed for confirmation, select “Ok” and save the details. On click of save the “Status” of the 

application will be changed from “partially captured” to “capture”. Now the request will be available to “checker” to 

verify and release. 



Page 19 of 76 
 

 

Verification of Individual KYC details by Checker 

 

 Checker will have to perform the same activities as Maker did. Checker will have to search for the 

captured records in the system  

 Checker will have facility to edit the data in case he finds any discrepancy with what Maker has entered.  

 If Checker makes any changes in the data entered, he will compulsorily have to select the “Save & 

Next” tab to go to the other tab otherwise changes made will not be saved.  

 On the last tab “Document Status”, Checker will have to press “Verify and Release” to complete the 

activity and order status will change to “Sent to other KRA” 

 

 

 

 

 

 

 

 

 

 

 

2 File Based Registration (Individual)- This option enables the intermediaries to upload multiple 

Registration records into the system instead making entry of each record. Sample request and 

response files attached.  File format attached as Annexure III. 
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IndividualPanRegist

raion.txt

Non-IndividualRegi

straion.txt

KYC-Registration-U

pload-Response-File-Format_1.7.xlsx
 

 

NDML also have converter utility which converts backend generated excel or xml files into 

NDML format. Converter Link - https://kra.ndml.in/kra-web/jsps/menu/Downloads.htm 

 

Below depicts the Registration File Upload Menu for Individual Category of clients. 

 
 

 Click on Choose File option - Select the Registration File and click on Upload button. 

 

 On upload of the file, system will generate the file Reference ID. Now all PANs status is 

‘Capture’ 
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 Bulk Verify Release: Authorizer user shall access the menu as ‘Bulk Verify Release’  

 

 After the reference id get Verified and Released, the all PANs status changes from ‘Capture’ to ‘Sent to 

OKRA’ 
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After the successful IOP jar run all PANs status change from ‘Sent to OKRA’ to ‘Pending with KRA’ now all the 

PANs are available at KRA for further KYC Verification Process.  

 

 

2.1 File Based Registration (Non-Individual)- This option enables the intermediaries to upload multiple 

Registration records into the system instead making entry of each record. 

 Below depicts the Registration File Upload Menu for Individual Category of clients. 
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 Click on Choose File option - Select the Registration File and click on Upload button. 

 

 On upload of the file, system will generate the file Reference ID. Now all PANs status is ‘Capture’ 

 

 

 

 Bulk Verify Release: Authorizer user shall access the menu as ‘Bulk Verify Release’ 

 

 

 After the reference id get Verified and Released, the all PANs status changes from ‘Capture’ to ‘Sent to 

OKRA’ 
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 After the successful IOP jar run all PANs status change from ‘Sent to OKRA’ to ‘Pending with KRA’ now 

all the PANs are available at KRA for further KYC Verification Process. 
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3. KYC Status inquiry - This feature is provided to check the status of KYC. The Intermediary can 

query on PAN and Date of Birth/ Date of Incorporation and verify the Name of the Applicant and the 

KYC status in KRA. Option has been provided to the Intermediary for verification of single PAN as well 

as bulk verification of multiple PAN as below. 

1.1. Single Inquiry – This feature is available in the menu Market Intermediary>KYC Inquiry> 

Single Inquiry.  

 

User can check the status of KYC application by querying on PAN and Date of Birth for individual 

category of investors and Date of Incorporation for non individual category of 

investors

PAN Status will be displayed as 
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below,

 

 

 

KYC Status inquiry - Bulk Inquiry  

1.1. Bulk Inquiry – This feature is available in the menu Market Intermediary>KYC Inquiry> 

Bulk Inquiry. To avail of this feature, user will have to upload a text file in the format 

(PAN^Date of Birth/date of Incorporation in YYYYMMDD format), Sample file attached 

as Annexure IV. Maximum 1000 records can be verified using this feature.  

Annexure II.txt

 
1.2. Market Intermediary>KYC Inquiry> Download Response File. The response file will 

indicate the status of the respective PAN.  
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On upload of the file, system will generate the file Reference ID. User can download the file from 

the menu 

Download Response File. The response file will indicate the status of the respective PAN.  
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The KYC Status inquiry in bulk can be done for PANs of individual as well as non individual category of 

investors. 
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4. KYC Download -  

This feature is available to download the KYC data of the client. Option has been provided to the 

intermediary to either view the KYC information of single PAN on Screen was well as bulk download of 

multiple PAN as below, 

1.2. Screen Based - This feature is available in the menu Market Intermediary>KYC Download > 

Screen Based. The user can view the KYC information by querying on PAN and Date of 

Birth/date of Incorporation.  User can view the entire KYC application online along with status 

of the request. Option has been provided to also download the file containing the 

Demographic details and images. To download the data, the Requester shall click on the 

download link of demographic details/demographic details along with images. System will 

generate the file reference id. The download will be available only after verification by 

authorizer. The steps for authorization are mentioned in point no 1.3 below. 

 

The user can view the KYC information by querying on PAN and Date of Birth for individual category of 

investors and Date of Incorporation for non individual category of investors 

Following Screen will be displayed 
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The download will be available only after Confirmation by user. 

To download the data, the Requester shall click on the download link of demographic 

details/demographic details along with images. System will generate the file reference id. 
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System generates the file reference id. 

 

The steps for authorization is mentioned in point no 1.3 below. 

1.2 Upload PAN file - This feature is available in the menu Market Intermediary>KYC Download > 

Bulk Download. This feature can be used to download data of multiple PAN.  User will have to 

upload a text file containing the PAN, Date of Birth/Date of Incorporation and the data type to be 

downloaded (Only KYC details or KYC details with scanned images) the format is (PAN 

Number^Date of Birth/date of Incorporation in YYYYMMDD format^01* or 02* where 01 means only 

the demographic details and 02 means demographic details along with scan documents) Sample 

file is attached as Annexure V. The file can be uploaded for Maximum 1000 records for 

downloading only KYC details and Maximum 20 records for downloading KYC details plus scanned 

images. System will generate the file reference id on successful upload. The request has to be 

authorized for download 

Annexure III.txt

 

 



Page 32 of 76 
 

 

 

 
System will generate the file reference id on successful upload. The request has to be authorized 

for download 

 

 
 

 

1.3 Authorization to download data: Login with Checker credentials, Authorizer user shall login and 

access the menu Market Intermediary> Bulk Download. On the screen select the menu as Verify 

Upload. The list of download request pending for authorization is displayed. To authorize the 

download request, select the reference ID and click on Verify. To cancel the request, click on 

Cancel.   
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The download will be available only after verification by authorizer. 

 

To authorize the download request, select the reference ID and click on Verify. To cancel the request, 

click on Cancel. 
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1.3 Download KYC data file: After the download request is authorized, the data can be 

downloaded from the menu Market Intermediary>KYC Download > Download Response File.   
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The KYC data download in bulk can be done for PANs of individual as well as non individual category of 

investors. 
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5. Modify Details - This option is used to modify any details of the customer submitted in original KYC 

details. 

 

 

Click on New button and enter the PAN details and click on search, KYC details of the client will be displayed for 

modification. 
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Identity Details 

 

Address Details 
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Other Details 

 

Document Status 

 

After Modify and save details, PAN status gets change to Captured. 
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 Checker Flow - Verification of Individual KYC details by Checker 
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Note – Above mentioned Screen Based Modification process will be identical for non-Individual category of 

investor. 
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6. File Modification - This option enables the intermediaries to upload multiple Modification 

records into the system instead making entry of each record. Sample request and response 

files attached as Annexure VI and File format attached. 

               Below depicts the Modification File Upload Menu, 

 

 

 

Click on Choose File option - Select the Modification File and click on Upload button. 

 

On upload of the file, system will generate the file Reference ID. Now all PANs status is ‘Capture’ 

 

Bulk Verify Release: Authorizer user shall access the menu as ‘Bulk Verify Release’ 
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After the reference id get Verified and Released, the all PANs status changes from ‘Capture’ to ‘Pending With 

KRA’ 

 

 

The process for modification of KYC records for non individual category of investors is identical as that provided 

for individual category of investors. 
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7. Auto Download – This option provides unsolicited download response automatically to user which are 

already mapped to the particular SRI on receipt of modification by some other SRI” 

 

Below depicts the Auto download File Menu 

 
 

Date range criteria is 7 days, select date range upto 7days Auto download Registration and Modification 

responses gets generated. 

 

 
 

The KYC records downloaded are the ones which are mapped to a particular SRI with details of 

subsequent modifications uploaded for the said KYC record with NDML KRA system. 
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8. Report – This option provides below listed reports to MI user. 

a. KYC Status (KYC Registration Report) 

b. Modification Status 
c. KYC Download Data 
d. Modification Raised Data with OKRA 
e. Other KRA Download Data 
f. Undelivered Physical ACK Letter 

g. Consent Based Download data 
 

 For generation of Report, Enter the from date & to date, select any of the radio button and click on 

View Report button. Date range can be selected on screen.  A brief description of contents 
provided in each of the report is provided below. 
 
a. KYC Status (KYC Registration Report) – MI user can generate report of KYC Registration Data. 
b. Modification Status – MI user can generate report of KYC Modified Data. 
c. KYC Download Data - MI user can generate report of KYC Downloaded Data. 
d. Modification Raised Data with OKRA - MI user can generate report of Other KRA KYC Modified Data. 
e. Other KRA Download Data - MI user can generate report of Other Downloaded Data. 
f. Undelivered Physical ACK Letter – MI user can generate report of Undelivered Physical ACK Letter 
g. Consent Based Download data - MI user can generate report of Consent Based Download data 

 
Below depicts the Report Menu 

 

 After clicking on View Report button, report data will display on dashboard. 
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 For exporting details in to excel click on button ‘Export to CSV’ 

 If records are more than 20,000 then System should generate Reference no. 

 Copy that generated reference no and paste into the ‘Offline Report Download’ Module. 

 After click on Search button we get blank response file, System should run 
MiReport_BatchProcessing  jar from backend, After run jar we get download report file. 
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9. OKRA Image Download – This option provides Other KRA Images to MI user which downloads 

Other KRA’s KYC records through Bulk Download and API based download. 

 

Below depicts the OKRA Images Download menu. 

 
 

 

 

The supporting documents for KYC records which are maintained with KRAs other than NDML 

KRA for which download is taken by SRI can be extracted by using OKRA Images download 

option. 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

10. Acknowledgment Letter – This option generates Acknowledgment Letter for KYC Registered 

records. MI and KRA user will download the Acknowledgment letter and send to Registered 

Investor’s on their email address and dispatch currier on registered address. 
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Below depicts the Acknowledgment Letter 

menu.

 

 

The letter/communication is sent by NDML KRA to every investor post KYC is uploaded/KYC 

modification is uploaded, verified by NDML KRA and KYC record gets registered/accepted by NDML 

KRA. In case investor hasn’t received such letter/communication, said letter can be regenerated as per 

above process and SRI can send such letter/communication to the investor providing details of his KYC 

record which has got accepted by NDML KRA with relevant details. 

 

 

 

 

 

 

 

11. Upload of KYC documents through Bulk Image Upload Utility.  
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Below is the stepwise procedure which user need to follow for downloading and integration of Bulk 

Image Upload Utility. Step 1. Go to https://kra.ndml.in/kra-web/ 

Step 1.  

 

 Go to https://kra.ndml.in/kra-web/ 

 
 

 Click on Download module 

 
 

 Once click on Download option, system will display one window where user can download Bulk image 

upload utility 

 

https://kra.ndml.in/kra-web/
https://kra.ndml.in/kra-web/


Page 51 of 76 
 

 
 

 Once user click on Bulk Image Upload link, a ZIP file gets downloaded on users’ system. 

 

 

 Once the file has been successfully downloaded in system. User need to copy and paste this file in C 

drive.   

If user is saving this file in C drive, he doesn’t need to make any changes in properties file  

Note: User can also paste this file on E and D drive but if user has to make some change in 

properties file (which will be discussed and explained in below document)  

  

Procedure for using C drive  o Copy 

(Bulk_Image_Upload_Utility_Pan_Based) file  
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o Create a folder in C drive (Note: Recommended not to create folder for MI). Kindly Extract file in C 

drive directly.  

 

o Paste the copied file (Bulk_Image_Upload_Utility_Pan_Based) in that folder  

 
  

o User no need to right click on the file >> 7-Zip >> Extract Here  

 

o When user click on Extract Here option, System will display new window where user has to enter 

Password and click on OK action button  
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o After entering Password user has to click on OK action button (Password :  

NDML@1234)  

 

o Once user click on OK action button, system will validate password and extract file in targeted folder. 

User can open ndml folder and see extracted file.  

  

  

  



Page 54 of 76 
 

 

o For image uploading, user need to upload image in below folder ndml >> kra >> filesystem >> 

autoupload >> images >> FILES  

 

  

Procedure for using D or E drive  o Copy 

(Bulk_Image_Upload_Utility_Pan_Based) file  

 

o Paste the utility file in D drive.   
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o User no need to right click on the file >> 7-Zip >> Extract Here  

 

o When user click on Extract Here option, System will display new window where user has to enter 

Password and click on OK action button  

  

 

o After entering Password user has to click on OK action button (Password : NDML@1234)  
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o Once user click on OK action button, system will validate password and extract file in targeted folder. 

User can open ndml folder and see extracted file.  

 

o For image uploading, user need to upload image in below folder ndml >> kra >> filesystem >> 

autoupload >> images >> FILES  

 

  

Since user has extracted file in D or E drive, he has to make some changes in properties file. Procedure 

regarding changes is explained below. o User has to go in ndml >> kra >> kra-properties  

  

  



Page 57 of 76 
 

 

o User has to open kra-autoupload.properties file  

 

o Now in this file user has to change file path location from C drive to D or E drive. And save the file.  

  

; #ENTER ROOT DIRECTORY FOR AUTO UPLOAD COMPLETED FILES  

; ROOT_DIR_FOR_AUTO_UPLOAD_COMPLETED_FILES =  

C:\\ndml\\kra\\filesystem\\autoupload\\indexfile\\COMPLETED\\  

  

; #ENTER ROOT DIRECTORY FOR AUTO UPLOAD TEMP FILES  

; ROOT_DIR_FOR_AUTO_UPLOAD_TEMP_FILES =  

C:\\ndml\\kra\\filesystem\\autoupload\\indexfile\\TEMP\\  

  

; #ENTER ROOT DIRECTORY FOR AUTO UPLOAD IMAGE FILES  

; ROOT_DIR_FOR_AUTO_UPLOAD_IMAGE_FILES =  

C:\\ndml\\kra\\filesystem\\autoupload\\images\\FILES\\  

  

; #ENTER ROOT DIRECTORY FOR AUTO UPLOAD IMAGE COMPLETED FILES  
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; ROOT_DIR_FOR_AUTO_UPLOAD_IMAGE_FILES_COMPLETED =  

C:\\ndml\\kra\\filesystem\\autoupload\\images\\COMPLETED\\  

  

; #ROOT DIR FOR AUTO UPLOAD LOGS FILES  

; ROOT_DIR_FOR_AUTO_UPLOAD_LOGS_FILES =  

C:\\ndml\\kra\\filesystem\\autoupload\\indexfile\\LOGS\\  

# End --- Commented on 19-12-2016 for Bug-6207  

  

 

 Selection of mode   

There are two modes available for bulk image upload;  

1. PAN based mode (by default activated)  

2. Ack based mode   

User if wanted to activate Ack based mode he has to follow below procedure;  

To activate Ack based mode, user has to make changes in property file. o User has to go 

in ndml >> kra >> kra-properties  
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o Open kra-properties file  

 

o User has to comment out Mode = ACK_BASED and comment Mode = PAN_BASED  
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 Upload of Document  

Depending upon selection of mode user has to upload document   

1. PAN based mode (by default activated)  

If user is using PAN based mode for uploading document, he has to upload PDF file. File  

name should be that particular person PAN number only for example –  

AQHCP8918W.pdf  

 

2. Ack based mode   
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If user is using Ack based mode for uploading document, he has to upload PDF and other jpeg or png 

document with index file.  Steps are as follows o Upload documents in ndml >> kra >> filesystem >> 

autoupload >> images >> files  

 

  

  

  

o Upload index file in ndml >> kra >> filesystem >> autoupload >> indexfile >> Files >> KYC >> KYC  

 

o Index file should be as per desired format only.  

  

Format for index file is as below;  

  

Acknowledgement number ^ serial number ^ 8 (document format number) ^ file name  

  

Note: Document format number,  

• For PDF only 8 should be used  

• For Signature file 3 should be used (doc format jpeg/png)  

• For Photo file 4 should be used (doc format jpeg/png)  

  

Examples;  

• 2141148708^1^8^KIOPN4714A.pdf  2141148708^2^3^Sig.png  
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 Run Batch file  

After uploading of images user has to run Batch file, procedure for running batch file is as follows;  

o For running batch file user has to go to ndml >> bin >> StandAloneUploader_2  

 

o User has to double click on StandAloneUploader_2 batch file.  

Once user double click on batch file system will open one window where user has to input his login 

credentials  

   2141148708^3^4 ^photo.png   
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• MI Password  

• MI ID  

• Select MI radio button  

• Choose one option from File’s for KRA or File’s For OKRA  

Once user has entered all the details user has to click on OK action button  

o As user click on OK action button system verify credentials and run batch file, if user has inputted wrong 

password or Ids then system will show authentication error and batch file will not run.  

  

 

 

 

 

 

12. Sharing files through SFTP 

o   User has to entered below details;   

   MI User ID   
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NDML also have facility to upload documents through SFTP,  which is provided on case to case basis by NDML 

to SRIs as it requires specific system requirements and also a requirement of minimum number of KYC records 

uploads to NDML KRA by SRI. .  SRIs need to send email to NDML KRA helpdesk on info.kra@nsdl.co.in 

requesting for SFTP access. 

NDML KRA provides the SFTP access to a designated functional user of SRI.  

For SFTP access  

 

Step2. 

Once SFTP access is granted to SRI by NDML KRA the usage of the same is enumerated below. 

User need to input below details to successfully login into system, which are mentioned below; 

o Host name 

o Port number 

o User name 

o Password 

 

 

 

 

 

 

 

 

Once user entered all credential details, user has two click on Login action button. 

Step3. 

Once user successfully login into system, system will provide below interface. 

System reflects two folders; Response and Image upload 

Response folder: Response folder consist of images which are download by user 

Image upload: Image upload consist of images which need to share with KRA system 

 

 

 

 

 

 

mailto:info.kra@nsdl.co.in
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Step4. 

For uploading image user has to click on Image Upload folder. 

 

 

 

 

     

Step5. 

Once user click on image upload folder, system will reflect date wise folders in which documents are kept by 

user. 

Date folder format: yyyy-mm-dd 

 

     

 

 

 

 

 

 

 

 

Step6. 

User has to insert images inside date folder. Inside date folder there are 2 more folder name as; 

o Success 

o Failed  

Success folder consist of all images file which are successfully mapped with KRA system. 

Failed folder consist of all images file which are not mapped with KRA system. 
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Document structure format: PANnumber.pdf example ASDFG1234H.pdf 

Document extension accepted by system: PDF, TIF, TIFF & ZIP 

Please note JPEG and other format images will not be accepted into system. 

 

 

 

Step7. Response folder  

Inside response folder there is solicited feed folder in which NDML send solicited document. Which can be 

downloaded by user. 
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13. API based access to NDML KRA system for SRIs. 

 

NDML KRA also has a facilty for granting access to NDML KRA system through APIs r for KYC status 

inquiry, KYC download, KYC Modification and KYC upload By usage of this facilty a SRI can avail 

integration of online investor onboarding system with NDML KRA system as well as Back office of 

RTA/Mutual funds can be integrated with NDML KRA system.  

 

For API Integration document and integration related queries and documents, SRIs need to send email 

to NDML KRA helpdesk on info.kra@nsdl.co.in  

 

 

  

  

 

mailto:info.kra@nsdl.co.in
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Upload of Digilocker XML file & Offline AADHAAR XML 

through Utility 

Below is the stepwise procedure which user need to follow for downloading and integration of Bulk Image Upload 

Utility. Step 1. Go to https://kra.ndml.in/kra-web/ 

Step 1.  

 Go to https://kra.ndml.in/kra-web/ 

 

 

 

 Click on Download module 

 

 

 Once click on Download option, system will display one window where user can download Digilocker & 

Aadhaar XML upload Utility 

https://kra.ndml.in/kra-web/
https://kra.ndml.in/kra-web/
https://pilot.kra.ndml.in/kra-web/downloads/Digilocker&AadhaarXMLuploadUtility.zip
https://pilot.kra.ndml.in/kra-web/downloads/Digilocker&AadhaarXMLuploadUtility.zip
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 Once user click on Digilocker & Aadhaar XML upload Utility link, a ZIP file gets downloaded on users’ 

system. 

 

 
 

 

 Once the file has been successfully downloaded in system. User need to copy and paste this file in C 

drive.   

If user is saving this Utility in C drive, they doesn’t need to make any changes in properties file  

Extract the Utility File in C drive. 

 

https://pilot.kra.ndml.in/kra-web/downloads/Digilocker&AadhaarXMLuploadUtility.zip
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Update the properties file 

Since user has extracted file in C drive, he/she has to make some changes in properties 

file. Procedure regarding changes is explained below.  

 

 User has to go in C >> Digilocker Utility >> Config >> dlApp  

 

 User has to open dlApp properties file. 
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In this file User has to do the changes in properties as per the following points:- 

1. Path of folders: - change the Path of the folders as per the location of utility, i.e. if 

the utility is saved in C drive then enter the C drive’s path for particular folders. 

2. Credentials of user: - Enter the valid credentials, i.e. mi id, mi username, mi 

password. 

 

For C drive enter the path as per given below format, and valid credentials of your own. 
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pk.cnfg.dlXml.base.path=C:/DL 

pk.cnfg.dlXml.suc.path=C:/DL/FAILED/ 

pk.cnfg.dlXml.fail.path=C:/DL/SUCCESS/ 

pk.cnfg.upload.url=https://pilot.kra.ndml.in/kra-web/dlUpload 

 

pk.cnfg.mi.id=A1249 

pk.cnfg.mi.user=CHAIT123 

pk.cnfg.mi.pwd=NDML123 

 

Digilocker XML upload: - 

Digilocker XML File should be named as per the proper nomenclature PAN.xml for 

example – WWPPE9646D.xml  

Save that Digilocker XML file in the DL folder  

 

 

UID XML upload: - 

UID XML File should be named as per the proper nomenclature PAN.xml for example – 

WWPPE9646D.xml  
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Save that UID XML file in the UID folder  

 

 

RUN batch file: - 

After uploading of images user has to run Batch file, procedure for running batch file is as follows; 

1. For Running batch file user has to go C >> Digilocker & Aadhaar XML upload 

Utility>> PreKycDl_V0.3.bat 
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2. User has to double click on PreKycDl_V0.1 batch file. 

 

 

If Files gets uploaded successfully then it will get moved in SUCCESS folder 

automatically: - C >> Digilocker & Aadhaar XML upload Utility>>DL>>SUCCESS  

 

If Files gets uploaded successfully then it will get moved in SUCCESS folder 

automatically: - C >> Digilocker & Aadhaar XML upload Utility>>UID>>SUCCESS  
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If Files gets Failed then it will get moved in FAILED folder automatically : -     C >> 

Digilocker Utility >>DL>>FAILED 

  

 

 

If Files gets Failed then Reason of File failure (error) will get updated in LOGS folder, 

i.e. C >> Digilocker Utility >>logs 
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